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HP OPENVIEW

Introducing el
HP OpenView — * 7=
VantagePoint =t
Internet Services
(VP-1S)
(ﬁa Visit VP-IS Interactive website

nvent http://ovwebl.external.hp.com/nnminteract/ovis-main.htm



HP OpenView VantagePoint Internet Services

S

HP OPENVIEW _ _
What i1s VP Internet Services 2.0?

* For companies that provide business-critical
Internet services

e Measure, monitor and report against service level
agreements

e Provides end-to-end service assurance by
proactively managing availability and performance

* Reduce Mean-time-to-Repalir the service through
tight linkage between internet services monitoring
and troubleshooting




et Overview

HP OPENVIEW

e Users engage many internet
SErvices (HTTP, DNS, etc.) in - Ll
everyday use, generally without ™ %™
any knowledge of the service

e But poor service performance
gives User a poor experience

* High service availability and
performance Is key to making
the user experience satisfying
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HP OpenView VantagePoint Internet Services

S

HP OPENVIEW

The industry’s most complete “Active”
monitoring probe technology solution
lets you pinpoint the source of the
service problem

e  The active software probes detect and automatically alarm
whenever end-to-end response time SLOs are violated

e  Builtin reports help you quickly determine system
application related problems

e Integration with VP Operation’s templates point to
problems on mission critical servers

(ﬁa Integration with NNM Event Correlation Services allow  *
Cuend qguick determination of network or application problems
and “root cause analysis” for network failures.



__HP OpenView VantagePoint Internet Services
S
HP OPENVIEW

Why HP OpenView VantagePoint
Internet Services 2.0 Is the right

choice

» Tight integration with HP OV troubleshooting tools
Increases service availability

e Tight integration with HP OV reporting tools for
consistent look-and-feel

e At-a-glance health summary information

e Automatic baselining gives your more intelligent
alarms

e Support of leading-edge technologies such as WAP

 Support is all from HP (no 3" party support i
(ﬁD needed)




HP OpenView VantagePoint Internet Services

S

HP OPENVIEW

NT only
(Solaris, HP-UX, &5
Linux available soon)

OS Support

NT only

Any system
with a
Netscape or
_ Microsoft
- web browser

Works NNM
6.01 and
above

O
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HP OpenView VantagePoint Internet Services

S

HP OPENVIEW

Easy licensing
model

e One license needed per managed server
(independent as to how many services run on them)
e Software probes are not licensed

e NO separate license for the measurement server

You only pay for what
you want to manage!



S

HP OpenView VantagePoint Internet Services

Hrorxview  Product Structure and
Pricing

J5100AA |HP OV VantagePoint Internet Services 2.x $ 11,995.00
Enterprise Server LTU

J5101AA |HP OV VantagePoint Internet Services 2.x $ 4,995.00
Datacenter Server LTU

J5102AA |HP OV VantagePoint Internet Services 2.x $ 1,995.00
Advanced Server LTU

J5103AA |HP OV VantagePoint Internet Services 2.x $ 995.00
Server LTU

J5104AA |HP OV VantagePoint Internet Services 2.x $ 195.00
Media/Manual

Tier classification of the server (see ESP, keyword "ovtierm™)

O
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HP OpenView VantagePoint Internet Services

S
HPOreNVIEW — Yrd er| ng Exam ple

Customer wants to test from 35 NT-based probe locations
e 12 HTTP servers (2 Sun Enterprise 5500, 10 NTw/ 4
CPUs)

e 4 DNS (Sun Enterprise 450)
e 5 servers running FTP and NNTP (NT w/ 8 CPUSs)

The following needs to be ordered:
1 J5104AA (media and manuals)
e 2 J5101AA (VPIS Datacenter License) for Sun 5500
« 10 J5103AA (VPIS Server License) for NTw/ 4
CPUs
4 J5102AA (VPIS Advanced License) for Sun 450
5 J5102AA (VPIS Advanced License) for NT w/ 8
CPUs

ﬁ NOTE: - no charge for software probes .
(ﬂ] - no charge for VPIS measurement server
invent - charge per managed server (independent of the

number of services running)



| iIP OpenView VantagePoint Internet Services
o H hould
HP OPENVIEW oW yOU SNou
deploy VP Internet
Services 2.0

e Only one measurement server needed (only runs
on NT)

e Deploy the software probes to the points in the
network from where the response time should be
measured

e Measure the response time of several servers (e.g.
HTTP, DNS, FTP ...) from one probe system

e VP Internet Services 2.0 can run standalone, but it
can also be integrated into NNM and VP Operations

& w
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et Overview

HP OPENVIEW

« VP-IS actively probes services
to measure their performance

and availability. Examples:

— % of time service is available
— Time to set up a transaction
— Time to complete a transaction

— % of successful completion of
transaction

 Data from the probe(s) go to the
database on the VP-IS server




et Overview

HP OPENVIEW
(cont’d)

e The VP-IS server offers a web

interface for viewing the data, .~ — _host
with tabs for: — Use
— Snapshot view V4

— Availability view

— Response Time view
— Service Level Violations view
— Reports view

e Detalls on these views In a
moment



et Overview

HP OPENVIEW
(cont’d)

e Alarms can also be sent to NNM

or ITO for fault diagnosis gl [t
o Integration with NNM creates =~ user S
new map symbols for customers a8y

and the services they receive

— Symbol status colors reflect
alarm status of monitored services

o | | 4| 28] €
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S Overview

HP OPENVIEW

« VP-IS lets you structure the
services by customer and
service groups.

— E.g. ISP has multiple customers ﬂ J
ervice Groups

Customer

— Each customer has service groups
with specific service targets (e.qg.

URLS, DNS servers, etc).
- gTargetS @ Objectives JgProbes

> 4
-
> 4

— VP-IS summarizes data by
customer and service group

@ ‘

| > |
> | > |
> 4 > 4




> Snapshot View

HP OPENVIEW _
(Overview (onra)

o Top-level Summary info,

Internet

- -, = HP OpenView Services [RSnapshotl (\Availabiiity ¥ (Response Time! (Service Level viotations ] ('Repo
Intuitively presented e i

All Customers

Y I h ree m ete rS " Main Snapshot for DNS - Domain Name Server
N 04/12/00 08:00 - 04/12/00 13:50 (6 Hours)

— Availability (avg. % of time service
has been available)

— Response Time (avg. service
completion time)

— Service Level Violations (% of SLOs

tested that were in violation) :
» Graphs:
- Res‘oonse Time (request setup, and ; o
total) .
— Service availability per time-slot
— Service Level Violations per service | @ e

O

invent

Zervice Level Violation

Service Level Violations
by Probe Type
5.4Dy%

19.12%
21 60% S7.87%

I FTP -File Server

I:‘ DMS - Domain Name Server
I HTTF - ik Pages

Bl 1CMP - TCPAP Svailability (ping)



> Availability View

HP OPENVIEW _
(OVerview (onra)

e Shows service availability
bar charts, grouped by:

— Customer
— Service Group
— Shift (8-hr period)
e Each bar shows % of time
the service was responding

eeeeee

Availahilty by Shift

16
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> Response Time View

HP OPENVIEW _
(Overview onra)

e Shows service response-

time bar charts, grouped by:
— Customer

— Service Group
— Shift (8-hr period)

e Each bar shows average
time the service took to
complete a transaction

e Bar segments show
response time components

(ﬁD 17
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€  geryice Level Violation View

HP OPENVIEW _
(Overview onra)

e Shows service violations
bar charts, grouped by:

— Customer
— ServiceGroup [
— Shift (8-hr period) A — =
e Each bar shows percentage | / [~ %ﬁ
of samples whose value ar
violated an SLO threshold | &=

Service Level Violations by Shift

(details on SLOs later)

Prime

Graveward]
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> Reports View

HP OPENVIEW _
(Overview onra)

R I e Sgeaeen e e . w 3B

e Based on a light version of T T T—
Service Reporter Vo TSN

VWelcome to the Serice Reporter's Web Page. Below are reports that describe your [T

o Top-level provides linksto |-~ t-
. Reports in Family: Internet
detailed reports on:
EReports for All Systems
— AII Service types Internet Services All Services Report

Internet Services Discovered Senvices Eeport
Internet Services DNS Report

—_ SerVice Level Objectives Internet Services FTP Report

Internet Services HTTP Report

Internet Services HTTPS Report

* Reports generated nightly using | s o s

. . Internet Services NMTE Report
Internet Services POFP3 Report
d ata fro m I O n ge r tl m e pe r I OdS Internet Services Radius Report
Internet Services Service Objectives Report

than the other online displays |

Internet Services WAP Report

R

|@ Done I_ ’_ E‘g_! Local intranet

O ;
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S Drill Down Reports

(Overview onra)

HP OPENVIEW

o Top-level views
(Snapshot, Availability,
Response Time, Service

Level Violation) offer
“Drill-down” and
“Trend” reports that
provide additional levels
of detall

— e.g., adrill-down report

on SLO violations viewed

by Service Group (DNS,
FTP, etc.)

O

invent

All Services Al Services -
05/04/00 09:03 - 05/04/00 13:03 (4 Hours) |AII Service Groups =

ISLO_VIOLATIONS 'l
Jhours =

Detail Level 3: Service Groups j

Customer: Akimbo Research
Probe Type: DIZ
Zerwice Group: DI access

SLO_VIOLATIONS »® | Il

Average = 3.472 with 144 samples . ] (10

Minimum = 0.000 at 05/04/00 12:54:59 20 Ll LA B
Mazirum = 100.000 at 05/04/00 12:58:59 15

Time of Day

Customer: Akimbo Research
Probe Type: FTP
Serwice Group: FTP Services
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HP OPENVIEW

Nuts and Bolts

Hardware and Software Requirements




S .
HP OPENViEW System Requirements

e Hardware

— Intel Pentium class, 300MHz or faster processor with
128MB of memory or more recommended

— 60MB of disk space Is required initially, with possible
INcreases as more data I1s added

— Report generation may temporarily require an additional
50MB to 400MB

@ ”



S .
HP OPENViEW System Requirements

e Software
— Microsoft NT 4.0 (Server or Workstation) with Service Pack 3, 4 or 5
— Microsoft 1S 4.0 Web Server (from Option Pack 4)

— 200MB or more virtual memory on the VP-IS station

« Systems running other applications may require larger virtual
memory settings to accommodate VVP-1S in addition to the other
applications

— NNM 6.0 or above (if integrating with NNM)

@ ”



>  |mplementation Summary

HP OPENVIEW
(or, “How to Make VP-IS Work™)

 Install VP-IS on a Windows NT system
— Optionally, integrate with NNM and/or ITO

o Configure VP-IS probe(s) to measure services
— Probe can be local (on VvP-IS station), or remote

* The probe(s) poll for service availability and
performance, and send data to VP-IS station

e User views VP-IS generated reports, responds to VP-
IS performance/availability alarms in NNM or ITO

@ 2“



HPSNVIEW LICGﬂSlng VP-1IS

o R u n S 6 O - d ay eval u at i O n i f n Ot g; Internet Services Configuration Manager

Hiew Action  Help

licensed SERIE | i
— 15. .+ * exempt from licensing

e |nstructions in package tell
where to obtain license key
— Open the License dialog |
— Enter license string; press OK | e,
e Temporary key available (after =
evaluation period expires) from HP support

@ 25
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HP OPENVIEW

Monitored Services

 VP-IS has probes to monitor availability and
performance of several key Internet services:

HTTP
(Web pages)

*HTTPS
(Secure web pages)

\WAP
(Wireless access protocol)

FTP
(Remote file transfer)

DNS
(Domain name service)

|CMP
(pi ng-based connectivity test)

*RADIUS
(Remote authentication)

SMTP
(Sending mail to a server)

*POP3

(Getting mail from a server)

*NNTP
(Pulling news headers, articles)

26



e
Hpgmw How the Probes Work

e A probe emulates a user request for a service
e The probe finds out If the service Is available, and
takes service-specific performance measurements

— E.G., the HTTP probe requests a web page, and measures

request setup time, transfer time, and total response time
(plus several finer-grained protocol steps)

o Default polling interval is 5 minutes

@ ’



S

woewvvew  HTTP and HTTPS probes

¢ Can use a prOXy If deSIred Probe Measurements HTTP Service
e Supports standard HTTP o B
authentication S —
- By default, do notdownload | & W
embedded iImages and frames ;| |, — s ¢
e Can match returned HTML S -
Wlth a pattern to flnd out If | Last TOP packet o HTTP rosponse .
desired page was returned, or =~ - e
an error (page not found, etc)
28



>  strycture of Services in VP-IS

HP OPENVIEW

e Each Service
Group has at
least one each:

— target
ﬂ[[Serwce Group J — objective

— probe

e Each Customer
has at least one
Service Group

Customer

ﬂ Tar‘gets J[[[[ Objectives ]@ Probes J

> 4
> 4
> 4

29




©  strycture of Services in VP-1S

HP OPENVIEW
(cont’d)

e “Customer” i1s a client whose services will be tracked

» Service Group

— A named container used to group one or more service
elements that make up a service provided to the customer

— One service only (HTTP, DNS, etc.) per service group

— “University of Malacca™ has two service groups:

* one named “DNS” has service target, objectives, and probe to
test the DNS server that provides UM’s internet DNS service

» one named “Web Presence” has service targets, objectives, and
probes to test all the HTTP servers that host um’s web presence

@ 3“



©  strycture of Services in VP-1S

HP OPENVIEW
(cont’d)

e Service Target

— The origin for all or part of the service named by a
Service Group

— Polled by a VP-IS probe for service measurements

» Service Level Objective (SLO)

— Defines the criteria to determine If the service provided
by a target Is available and is performing acceptably

 Probe Location

— the location of the measurement process that measures the
performance of one or more service targets

@ “

nnnnn t



Hfﬁm Configuring VP-IS

e Three approaches:

— Wizard

o for step-by-step set up of Internet service monitoring
 simple to use, but not fast in large environments

— Configuration manager
o straightforward manipulation of VP-IS configurations

— Configuration command line
o for bulk configuration
e requires understanding of XML
o fast (once set up), but not simple

@ ”



et Configuration Steps

HP OPENVIEW J
(Configuring VP-IS cont’d)

1. Creating a Customer e

]
- Cuztomer Mame

— Requires only a name B | o o
(“University of Malta”)

Pl

Help

:
2. Creating one (or more) m—

S e rV i Ce G ro u pS @ IDiaI-in Authentication Service .

Moaonitared Service
RADIUS - Authentication Service j

dpu;

—_ EaCh reqUireS a. name (“Dial-in EP;_-FI;iiDrgainNameServer Help
Authentication Service”) and a TTES - Semre et Pages

. . ’y ICKP - TCPAP Awvailability [ping)
FOP3 - Mail 5
service type (“RADIUS”) CTE ik S
HMHTF - Mews Service
WF‘ -wfirelezs Service

(RADILS - Authentication Service

O ;

invent




> Configuration Steps

HP OPENVIEW J
(Configuring VP-IS cont’d)

3. Defining Service Target(s),
Service Objective(s), and
Probe Location(s) for each
Service Group

|
* the specific information needed to To— ::‘
configure the target(s) depends on the — ——== = ..

[0 [> [ wamna [> [0 Percent

service type of the Service Group

« information for probe configuration .
Includes location, polling interval, B e ——
timeout, and any proxy information — SO e

e configuring a service objective is T

covered in detail shortly

O :
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€  Defining Service Targets

HP OPENVIEW -
(Configuring VP-IS cont’d)

 Example: HTTP

Loading images, advertisements, etc.
mimics the user experience, and Is RS —
the default. But this material often | |, fomsismmccon Slmiomgimingit
comes from diverse servers, not the
target server. By not loading this

screen content, you get a more

Target URL

HTTP - Weh Pages Informating

— Screen Cantent — Pattem t atching Information Uzer Infarmation

Load Images and Frames W Pattern
Uzer |<r'u:|r'|e>

|+"Eriti$h Ainwaves' -"Emor 404"
Pattern katching Settings / Pazsword I

focussed measure of the target ferre> 7
ServeI”S peI’fOrmance. WebSewerF‘DrtW | lTl Cancel |
N

Specify non-standard port numbers
and user logon information as

necessary

Pattern matching permits content
validation to determine if desired
page was fetched, or an error

O ;
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HP OPENVIEW

o Example: an HTTP probe

Defining Probe Locations
(Configuring VP-I1S cont’d)

Location is “Local System”, or
the full name of a host running a
VP-IS probe (remote probes discussed
later)

Polling interval, timeout should
keep probe busy, not overtaxed

Probe Location Info |
Probe Location |t =l s e
Local System Canecel |
[B(= - central?, akimbo. com
tMeazurement [nterval |3|:":| zeconds
Help |

Fequest Timeout |2|:| seconds

— Prosy Information [HTTE, HTTPS only |

Service Prowy:Port 3} )
[e.0. web-proxy:3088] IWEl:I prowy: 8088

— Internet Services [nfarmation

/\Internet Services Proxy:Paort |<n|:|ne>

—/ X

Proxy Information lets you probe
through a proxy

O

invent

Internet Services Proxy lets
remote probe use a proxy to
return data
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HP OPENVIEW

Defining Service Objectives
(Configuring VP-IS cont’d)

Objective Information

e Sets up the measurement = s
tests to be performed

| = |Sewice Level Objective Flﬂﬂ Percen t

against the data from

Duration 10 minutes

chlamBange——————— ) Clnits——

targets defined in this e o B reew

|
= | = |E|D F| bdiror |T|E!EI Percen £
SerVICe group | = [0 [ | Maor [> [B0 Percent
| J— [Gitieal ] < [30 Percent
W Use historical baseline in addition to thresholds to rigger alams: I 80  percen £

— Only teStS data' CO”eCted by Message [HTTP Service is unavailable
the prObeS defined |n thiS - Obiective Activity Times

® Always manitor
" Monitor at specific imes ¥ [ criclay I~ | Saturday

Se rVi Ce g rO u p Start alarming IW II; Hjj::iday Ll i
Stop alarming I 5:00:00 P ﬂ II; ;:;;day

[ 37
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>  Defining Service Obijectives

HP OPENVIEW o
(Configuring VP-IS cont’d)

Select the metric you want to L V —
measure. Metrics offered vary T — Coet_|
by service type. e |

| = |Sewice Level Objective |T|E!D Percent

—Alamms

Define the acceptable level of s [ i e
performance for the metrlc Max ScaleValue | 100 [100 > | Momal |»> [0 Percent

= IEIEI |T| W arning FISD Percent

|
(14 = S S 737 | ) — IEIEI |T| M i FISD Percen £
the “Service Level Objective | e

| — - |T IE!EI FPercent

¥ Use historical baseling in addition to thresholds to tigger alarms: I 80 percent

Set alarm values, typically
below the SLO violation level

Meszage IHTTF' Service iz unavailable

Objective Activity Times

& Always monitar
" Monitor at specific imes ¥ biGriday I~ Saturday
¥ Tuesday = Sunday

Skart alarming I 2 30:00 Ak j IE wiedhesday
. - v | Tihmraday
| &OD:O0 P =
Stap alarming = El

Define when (the hours and
days) to take measurements

O ’
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>  Defining Service Obijectives

(Configuring VP-IS cont’d)

HP OPENVIEW

* The Service Level Objective (SLO)
IS iIndependent of Alarms

— An SLO violation is stored in the VP-
IS database, but does not itself send an
alarm

o Alarms are independent of the SLO
— Not stored in the VVP-IS database

— Sent to a destination that can receive
and process alarms, like NNM or ITO

e Dur ati on is the time this metric

must exceed an alarm threshold
before the alarm iIs sent

O

invent

Objective Information

— Metric:
Metric bo be evaluated
AVAILABILITY |
Service Level
| = |Sewice Level Objective |T|E|D Percen £
Alarms
ration I 10 minutes  Alarm Range Units
Max ScaleValue [ 100 [100 |> | Momal |» [50  Percent
| = [0 [ | wanne [» [30 Percent
| = IEID |T| Minor |T|EID Percent
| = [ 5| Wao [5[®0 Percent

| = - |T ISD Percent

W Usze historical baseline in addition ta thresholds to tigger alams: I 20  percen t

Meszzage IHTTF' Service is unavailable

— Objective Activity Times

&+ Always manitar
" Maoritar at specific times I | F oriday
I | Tiuesday

Start alarmirg I £8:30:00 Abd ﬁ IE Wiednesday
. — W | Tkred ay
500.00PM =
Stap alarming I—_| I | Friday

I™ | Saturday
I™ | Gumday

39



>  Defining Service Obijectives

HP OPENVIEW

 Create custom messages for alarms
as desired

 Variables convey specifics about

each alarm

— For example, <VALUE> inserts the
current value of the metric into the
alarm message

O
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— Several other variables are available; \
see the online help for details | N

 Activate monitoring of this metric
based on known usage patterns to
reduce unnecessary data collection

(Configuring VP-IS cont’d)

Objective Information

— Metric
Metric to be evaluated
RESPOMSE_TIME |
— Service Level
| —1 Service Level Objective |T|2 Second
—Alarms
Diuration 10 minutes .
calamBange ———————————— lnite——
(LED ScaIeVaIuel 20 ID |T| Mormal |T|2 Seconds
| —1 |2 F| W arming F |4 Seconds
| i |4 |T| kiror |T |E Seconds
| IE |T| k ajor |T I'ID Seconds

hiztanical bazeline

"

- |T I'l 1] Seconds

i addition ko thresholds to tigger alarmx:l 80 percen £

tMeszage IHTTF' responge time is slow [((VALUE> vs <THRESHOLD ) on <TARGET»

Objective Activity Times
% Always monitar
" Monitar at specific times I [ erndy e SSEey
¥ Tiuesday ¥ | Sunday
Start alaming |12:nu:numf| = ¥ edhesday
I | Thursday
i |12:DEI:DEIAM =
Stop alarming — I Friday




et Service Alarms

HP OPENVIEW S
(Configuring VP-IS cont’d)

g; ‘Internet Services Conhguration Manager

e Be sure to configure the alarm E3 e acien e

Configure Alarm Destinations

deStI natl OnS (“targ etS”) Sa-ve Frobe Caonfig Infa Chrls, Dazhboard

Tracing
License

Filed Configured Al arm Destinations

« VP-IS can send Its alarms to:

Configure Alarm T argets

- —Alarm Targets
- HP OpenVIGW NNM [V Ewent DB [e.g. MMM Integration) Cancel
- - I-
— HP OpenView IT/Operations mpe,a:nfp
tiohiz ok
—_ generlc SNMP management |7 F:EEEZ::HDHSPMH}'

SErvers SNMP

Target SHEP Spstem

« NNM and ITO Integration ==
covered later N {I

O ;
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User’s Overview of VP-IS

HP OPENVIEW
e Common Features of the Web Interface Pages
Snapshot || Availability || Response Time || Service Level
View View View Violation View

"4, Internet

HP OpenView Services [SSHIpSHOEN Availability  |Resporise Time || Service Level Violations || Reports

Reports
View

7] Orill Down Report | & Refresh | Help | Data
/ \ . c
\ngstom&rs _ . | All Customers = F||ter|ng
napshot for All Services All Services =
] ' =—=ssasiaq 13:25 (4 Hours) pTv— \ SE'ECtOI‘S

Drill Down
Report button Data Refresh button \
(reports vary with (browser refresh may only
the view) repaint with cached data) Help button

O
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woewvew  Data Flltering Selectors

e Used to filter the data into smaller subsets
— Used 1n combination to zero-in on detailed information
— Filter selections carry over between views

— The less filtering is done (e.g., all customers, all services,
30-day interval), the more processing time required

. : L
by Cu§tomer, lets you view the data Al Custormers ~
for a single customer only, or for .
i | Services hd
all customers combined —
4hours =

by Service; lets you view the data by Interval; lets you view the
for a single service only, or for all data for various intervals of
services combined time prior to the present

O :
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&> gervice Level Violation Meter
(The Snapshot View, cont’d)

e Shows the percentage of all metrics
(in current interval) that violate an SLO

125 100" Response Time SLO: < 0.5 sec @
Percent Critical Alarm Threshold: > 1.0 sec

Service Level Wiolation

Time O Time 1 Time 2 Time 3

pat.com 0.7 @ 0.3 1.8 @ % | 0.3
(D)
@ kimcom 0.3 0.3 07@ __________________________ 0.4
c 5 I s KE
| ou. com 0.3 33% 0.2 0% 0.3 67% 0.2 0%
Service Level Violation 1/3 1/6 3/9 3/12
vieter Reading 33% 17% 33% 25%

O ‘
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HDP OPENVIEW

@ \What is thel©OveralDStatus of
my Service Offerin

Percentage of service violations e oo (BRIt i S [

E) Drill Dow { Report | & Refresh | Help |

All Customers

Average service response time :I\\ Rz mepT or Al Senices

L0 - 05/03/00 14:00 (4 Hours)
Overall availability of services —

Response time variations during the
snapshot interval

Service Level Violations
bbbbbbbbbbb

Which service types experience the
most (or fewest) serviceviolations? | § ™ N S~

aaaaaaaaaaaaaaaa

88888

TTTTTTTTTTTTT

DI Strl butl On Of %rVI Ce a\/al I abl | Ity ICMP - TCPIP Ava ilabilty (ping)

FTP - File Server

over snapshot interval e B Hos ol ane Server

3 :
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@ \What is the Status of Services
" for “Akimbo Research??

Percentage of service violations

O
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ﬁ riII Dovin Repo Jé;ﬁj 4 Help | <
] ] Akimbo Research _ Akimba Researc ho o
Average response time for Akimbo TITSEIESS o D
Overall service availability for Akimbo a
Response time variations for Akimbo
durl ng the SnapShOt | nter Va| Avaﬂabﬂity. Response Time . Servic.e L.evel Viclation
Distribution of service violations
among Akimbo’s services
. . . . . aye SE I I 1P - TCRIP A ilabilty (ping)
Distribution of service availability B em e o Drmmese
for Aki mbo Over mapmot interval O avaisble W Ureva ilable [l ONS - Domain Mame Server
46



@& \What s the Status of HTTP

Pasponse Time | Service Level Violations = Reports

HIP OPENVIEW
for CAkimbo Researc V7
Of Akimbo’s service violations, what T
percentage are related to HTTP? e 9 J ;&‘:ﬁ;, —
- e—— CQkimbo Research @ @
Average HTTP response for Akimbo 058 0ER300 1445 4 Houe
e ————— l—

Overall HTTP availability for Akimbo

y

HTTP response time variations for
Akimbo during the snapshot interval

Akimbo Researc h

HTTP-'Weh FPages

Which of AkKimbo'sHTTP service
groups have the most violations?

Distribution of HTTP availability for
Akimbo over snapshot interval

O

invent

.W’ eeeeeee




> .
Hpgmw Integrating ITO and VP-IS

 Two modes let you send VP-IS alarms to ITO :

— I'T/Operations

» The default, sends alarms to ITO with the VvP-1S server name set
In the opcne g node attribute

« VP-IS server must be configured in the ITO node bank

— IT/Operations (proxy)
 Sets the opcnsg node attribute to the IP-address of the target
 All target nodes must be configured in the ITO node bank
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Hpgmm Integrating ITO and VP-IS

) ITO integration SetS the O pC s g _.g;’f??lntemel Services Configuration Manager
application attribute with this B3 view Action Help

Configure Alarmn Destinations

p refix Save Probe Config Infa Chilg D azhboard

. . E it T.ran:ing
* ITO Integration also sets the r—w Licsnss

OpClTBg message group attribute to: Configure Alarm Destinations
<| TO Prefi x> <Probe Nane>

&larrn Targets 0K
For example F E:::;DB [2.g. MMM Integration) Cancel
VPI S HTTP IT /0 Plions
— 'v_ R | Help
VP S_| GWP I\\E i1 oo P | e
\\ N
e SO0 Yyou can, e.g., create message groups swe ~_ Ey=n—
for all monitored services, or set up a fotm rone
message template with specific
conditions
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Hpgmm Integrating ITO and VP-IS

1. Add the VP-IS server to the ITO node bank
2. Install an ITO agent on the VP-IS server

3. If proxy mode, add target nodes to ITO node bank
— Ensure node(s) belong to a node group and are added to the ITO
administrator/operator Responsibility matrix

4. Add the opcnsg( 1| 3) message template to the VP-
IS server node and distribute this template

5. Test: opcnsg a=VPI'S 0=VPI S Test msg_text="Test"
6. Set the VVP-IS alarm destination as shown earlier
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HP OPENVIEW

Integrating ITO and VP-IS

0 Mo sage Grosp Bank
Map Actions tdd YView  Windos
Al oL @ 2

L L'l L‘l - = [
Culsbs 2 5P (R Pa E s Fo ) Huchvars s T HES | IS 5 I e

= 4 o o - i o

£ N N ann .'r ] -
D GE| OED] GIE S ETWET (WL | G [ | s S

o e

— = = = — (= —

CEUPRERS | DOCTAIL | DT | DI R | SO S

Wisw Measape Browser [ap_adin on g bo s s coin ]
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womeer Integrating NNM and VP-IS

« NNM Integration lets you send VP-1S alarms to NNM

« NNM integration adds VP-1S information to service-
providing nodes in NNM submaps
— New symbols under such nodes represent
o Customers to which the node provides services

o Services provided those customers
e Service Level Objectives of each service

 Integration also populates views in Customer Views,
If present

@ 52
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womeer Integrating NNM and VP-IS

e Requirements

— NNM version 6.0 or higher
e Customer Views for NNM is optional

— IP submaps must be persistent to all levels
 On Windows NT, the persistence default is not suitable

e See NNM’s A Guide to Scalability and Distribution

— Chapter 2: background about on-demand submaps and
persistence

— Chapter 4: instructions for changing the level of persistence

« Potentially requires additional memory to maintain NNM
performance

O ;
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womeer Integrating NNM and VP-IS

1. Ensure that VP-1S is fully installed and operational,
to create a VP-IS server with which to integrate

Remaining steps occur at the NNM station(s) you want to integrate with
2. Set submap persistence to “All Levels” (if necessary)

3. Install integration package using instructions on
CD-ROM cover

4. Start NNM as usual
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womeer Integrating NNM and VP-IS

e \What’s new:

— New Alarm category
e Default destination for vP-1S alarms

— New menu

o Items for obtaining details on vP-IS tagged nodes, and for
launching VP-IS interface

— New symbols in submaps to represent VP-IS customers,
services, and service-level objectives
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S Alarms

HP OPENVIEW _
(Integrating NNM and VP-IS, cont’d)

o Alarms in this category originate A Alarm Categories __BI[EIE3]

[_] Error Alarms

frOm the VP-I S SyStem [_] Threshold Alarms

[_] Status Alarms

i VP'IS alarmS Work the Same aS Other [_] Configuration Alarms

(] Applicati larms
NNM alarms ‘Eﬁ:ﬁ%
— Use standard NNM methods to configure and

manage them as necessary Z
— Acknowledge or delete them as usual

— Acknowledging/deleting an alarm does not
change the status of the associated service
objective symbol in the map (described later)
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&> nternet Services Menu
(Integrating NNM and VP-IS, cont’d)

e Rebuild Internet Services
Synbol s

dindow WREGERE G- Help

— Rebuilds the vP-1S-added symbols in Bisbuild Internet Services Symbols
the map according to the current data e m—
e Node Details Dashboard &l DNS
] Dazhboard AIHTTP
— Show all details vP-1S has about a Dashboard Al HTTPS
selected node Dashboard Al FTP
- . . Dazhboard All ICHP
e Remaining items launch VP-1S Dashbaard All POP3

Dazhboard All SMTF

dashboard as indicated

— If using Netscape Navigator on
Windows NT, dashboard items
(excepting “Al | ”) are broken

O i
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©  |nternet Services Symbols

HP OPENVIEW _
(Integrating NNM and VP-IS, cont’d)

e The node-level submap of a VP-IS
target node, If in the NNM
management domain, gets new
symbols that represent customers
receiving services from the node

e Service symbols in the customer's
child submap represent the
services provided to that customer
by this node

@ 58




©  |nternet Services Symbols

HP OPENVIEW _
(Integrating NNM and VP-IS, cont’d)

 Inresponse to an alarm
from VP-IS, NNM creates a
symbol to represent the
SLO sending the alarm

* SLO-symbol color reflects
alarm severity

e SL.O-symbol names can be
long

— Use Panner (or, on NT, right-
click on symbol) for more
readable view
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et Batch Configuration

HP OPENVIEW o o _
(Scalability and Distribution, cont’d)

» Consider batch configuration when:
— Large numbers of services to target
— Targets available in some machine-readable form

 Create a tool to reformat the targets and feed them
Into the VP-IS batch configuration interface

 Use batch interface to save VP-IS configurations(and
potentially distribute to other VP-IS installations)
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et Batch Configuration

HP OPENVIEW o o _
(Scalability and Distribution, cont’d)

 The | OPSI oad program is the batch configuration
Interface

— | OPSI oad uses XML to define configurations
— Command options:
-save <file> :stores current configuration into <fi | e> of XML

-1 oad <fil e> :adds configuration data in <fi | e> of XML to
current configuration (does not replace current configuration)

-check :verifies syntax of <f i | e> of XML

-renove <file> :removes configuration data defined in <fi | e>
of XML from current configuration
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S Remote Probes

HP OPENVIEW . o _
(Scalability and Distribution, cont’d)

* Manual process in the first release

— Transfer certain binaries from the local VP-IS
management station to the remote computer where the
probe Is wanted

— Transfer configuration information created on the local
VP-IS management station to the remote computer
where the probe Is wanted

— Start up the remote probe
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©  Case Study - VantagePoint
HP OPENVIEW .
Internet Services

Internal
E-Services
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e Jim’s Chal_lenge.
woewview  ENCA-t0-end Service response
time analysis per cu

« Empower his operators, help desk staff
and account managers with the tools
for managing internet service levels

« How can he leverage existing
troubleshooting tools while providing
staff with at-a-glance information by

customer and by service?

[ [11]1]]
HERER

e,
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woview  EXaMple — first the problem

ITO Message Graup Bank

Map Actions Edit View

Aage 6 2
DDDDODD

Backup| DESP| Datehase] E}SPI|  EX Faul]l EX_Par] Hardware] 1PaHIT

@b
@O @@ m @D @
&b

network] 05| 2UsEMd opc|  Srided Ora_Conf] Ora Foult

Secunty] VSO OUISPOP OUISWiTH OUISSMIE OUZHITH oscHITE OUE-ig
opc_adm [Read—Write]

All Customers
Main Snapshot for All Services
04/21/00 12:20 - 04i121/00 16:10 {4 Hours)

=]

Sewv. SUTAOME Date Time Mode Applica

arn

——————— 04/11/00 13:06:19 nadine.cnd OYIS

Own | Highlight |

—1. Alarms appe

—2. Launch VP-IS dashboar

Response Time Comporerts

08
04
oo J
12200 1300 14:00 15:00 1600
[ setup Time [ completion Time

Service Samples

100
o OO R
§

200 1300 1400 1500

9231%

F Awsilable W Uncvailasle

[ HTTP - Wb Pages ] FTP - File Server

—3. Compare

File  Reports  Configure

Akimbo Research System: sljst‘emnal‘ne : 3 =15 .
All Services
04/24/00 16:15 - 04/25/00 16:05 (1 Day)

Response Time by &

FTP Services

ONS access

Service Group

Vel Pages : Arts Admin Configure
systemname  Last Update: 13:06:15  Int:

7 of 201 Selected fApplication: other user root
ey Routers (via PING)

| a
—5. Pinpoint proble
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HP OPENVIEW

E To Do Overview Specialist

Example — customer care

I E3

Specialist IMILLT

Startdate 24,790/ to
Faool IFMSL002

g ITthas Iiller

26/10/98 Open\“"iew Services

Internet

Availability  Response Time | Service Level Violations

. Drill Down Report |Q[|efmn | ~ Help ]

Reports

All Customers
Main Snapshot for All Services A Serdcas
04i21/00 12:20 - 04i21/00 16:10 {4 Hours)

Avatlabiity Eesponse Time

Response Time Components

Workorders 31 Senvice calls

RF. Status Description
Il : REGISTERED | Hardware Failure
r DISPATCHED | Unix netconfig needs
= REGISTERED |Oracle OP5% databasy
r
r
r
r
r

<]

08 f
04

Heip | et Toeseeen|

0o g J
1200 1300 14:00 1500 16:00

O setup Time B Completion Time

Service Samples

—1. Trouble ticket

O
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12:00 1300 14:00 1500 16:00

D Avallable . Unavailable

—2. Who is affectce

—3. Warn customers
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mromwviw - EXample — account manager

- -00AerR0Y Fnao
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Undistributed Templates
Ungrouped Templabes

Transactions

Systems Perfoarming Each Transaction

=~ -00p e=gy

ERT I

Commgpladed Tramvsactions

uuuuuuuuuuu

CEFRS N FESEEN, B Y

....................

i S mrEdh
B ek N e
1 GCEEaETH [e————— |2
Carmea Dty Jr—
S Fiba Bgrs arasaiay
= = Tk T
DRSsITES Sxsiom Fawr 1 Becerpdy
Ly (o Eo |
[t ) 3N
KCEE | IEAF UE w4

A0 EEECOEEN

—1. Monthly SLA reports

—2. SLA Credit Management
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| P OpenView VantagePoint Internet Services
6' P 0

Heorenview HOW VPIS compares to
Micromuse ISM

® VPIS shows monthly, weekly and daily trend reports based on
historical measurement data; this allows the users to get out of
the firefighting mode to become proactive
Micromuse only does neartime alarming but no historical
trend reporting

e VVPIS offers a Ul for defining SLAs and alarms whenever these
SLA is violated
Micromuse doesn’t allow for the definition of SLAs

*\/PIS is tightly integrated with NNM and VP Operations
Micromuse doesn’t have such a strong integration with
market-leading troubleshooting tools

O ‘

invent



HP OpenView VantagePoint Internet Services
S
HP OPENVIEW

How VPIS compares to A
Firehunter

llent

* VPIS allows customers to get all support from HP
With Firehunter the customers get yet another vendor
that they have to establish support agreements with

e VPIS integrates tightly into the suite of OV troubleshooting tools
Firehunter is a point product only with less strong of an
integration with OV troubleshooting tools

e VVPIS support leading edge technologies such as WAP
Firehunter doesn’t offer a solution for WAP management
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