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Service Level
M anagement

• Service Level Management (SLM): The continuous
process of measuring, reporting, and improving the quality
of service provided by the IT organization.

• Service Level Agreement (SLA): A contract between IT
and its clients that specifies the parameters of system
capacity, network performance, and overall response time
required to meet business objectives. The instrument for
enforcing SLM.

• Service Level Objective (SLO): The agreed upon levels of
service that are to be provided, documented in the SLA.



Examples:
Availability; Response; Setup



Service Level
Objectives
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The Infrastructure



The Transaction
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1.) DNS Lookup: For each
HTTP the browser may do a

DNS Lookup.

2.) TCP/IP: Three-way
handshake establishing

connecgtion between a client
and a server.

3.) URL HTTP GET: Request
for a specific URL by a

browser to a web server.
4.) Authentication

5.) Content: Request to
back-end systems

(databases/applictions/other)
for data needed to create

web page.

6.) Page Displayed: Client browser parses HTML sent by the HTML Server. Browser requests the first
image or other page component requests to render a page.



   W eb Applications

Response

Request

Client-Side Technologies
Pros:
Cons:
- Takes time to download.
- Security holes that can
put user's machine at risk.

Server-Side Technologies
Pros: Return HTML to a
browser, enabling fast download
and the security of knowing that
no executable files are being
placed on user machine.
Cons:

Java Applets

Programs that run
with the help of a
web browser

Sun

ActiveX Controls

Client Side

MicroSoft

MiddleWare Technologies

Develops dynamic Web enabled
solutions that can interface to
databases.
- ColdFusion
- Active Server Pages (ASP) by
Microsoft
- Java Server Pages (JSP) by Sun.

Java Servlets

Gatekeeps
common services
& re-direction as
a controller.

MicroSoft

Common
Gateway

Interface (CGI)

Is a standard
method for a Web
browser and

Pearl, Java, C++

JavaScript

Embed
commands within
an HTML page,
and any browser
can interpret the
command and act
on it.

Sun

VBScript

Similar to
JavaScript

MicroSoft

Forms

Collects
information from
a user.

MicroSoft

Forms & CGI are opposite sides
of the same coin.

 Both are essential to creating
interacitve pages

ActiveX Controls

Same as Servlets

MicroSoft

Cookies

State information
client stores
about end-user



HTM L M ethods/Tags

• Java applets are normally included in a web
page by using the <APPLET> tag. Explorer 4
also supports  the use of the <OBJECT> tag.

• When a user clicks a submit button on a form,
the browser does two things:
1.) Encodes form data into single string
NAME=VALUE pair separated by “&”
2.) Sends encoded string to server by either a
<GET> or <POST> HTTP method.

• JavaScript embedded into HTML<Script>
<\Script>
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Transaction M anagement
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“Synthetic” or “Active”
Transaction M onitoring

• Use of  “robots” to simulate user activity by running scripted transactions
at regular intervals to be baselined and then threshold levels set to generate
notification.

• Very effective at detecting and quantifying the impact of any problems that
could or do affect real customers.

• Extends Service Health offering by scripting online transactions enabling
companies to monitor total end-to-end availability and performance as
opposed to the page level tests performed as part of Service Health.

• Active Transaction monitoring is suited for companies whose Internet
offering is focused on processing transactions.



“Actual” or “Passive”
Transaction M onitoring

• Monitor the actual experience of uses on the
website. It captures the experience of all users
rather than merely sampling website
performance.

• Client-based Probes necessary either build
into application software or downloaded on
end-user pc.

• Work by having the user’s web browser
forward transaction timing measurements
back to a management server.



Scripting On-Line 
Transactions 

(Robot) Client Probes

Monitor how web 
site is 

experienced by 
end-users.
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Transaction M anagement
Trade-Offs
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Transaction M onitoring:
HP OpenView Solution

Web Transaction
Observer (WTO)
• B2C and B2B Features:

JavaScript (B2C)
ActiveX Plug-In (B2B)

• KeyNote Integration

Vantage Point Internet
Services (VPIS)

• Probe Technology.
• Can probe from

multiple locations for
strategic views.
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VPIS Probes
VPIS 3.0 supports
17 protocols

• DNS
• FTP
• HTTP(S)
• ICMP
• NNTP
• POP3
• RADIUS
• SMTP
• WAP

• TCP
• DHCP
• DIAL
• IMAP4
• LDAP
• NTP
• HTTP_TRANS
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Probe Placement



HTTP_TRANS

• Tracks specific user actions that occur
within Web applications, such as the
use of catalog lookup, login/logout,
shopping carts, etc…

• VPIS’s Web Transaction Recorder is
the VPIS tools that captures actions and
the sequence of accessed pages and
links when one navigates through a web
site.



VPIS: HTTP_TRANS

Supported
• Active Server Pages
• CGI Script
• JavaScript on the server
• Static JavaScript on the

client
• Dynamic cookies
• HTTP

authentication/passwd

NOT Supported
• Java applications
• Dynamic URLs generated

by JavaScript on the client
• Pop-up Windows
• Digital certificates
• NT

authentication/passwords



VPIS: W eb Transaction Recorder

• Supports two navigational modes by
a.) URL(can handle Java Script)
b.) Navigation Point – Tries to emulate and record user
navigation for links (HTML Anchors) and forms (HTML
Forms), but capturing some context information from
anchor and from element.

• There are three views within a transaction:
a.) Page (IE)
b.) HTML Source (Probe)
c.) Probe Output



Service Custom ers



Service Groups; Targets;
Objectives



The Transaction



Login Page



Recorded Transaction in VPIS –
Login Screen





Recorded Transaction in VPIS –
Ending Screen



Service Objectives



Service Level
Summ ary



Response Time



Availability
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W TO Implementation Planning
Steps

• Determine Measurement Targets.
• Decide which web pages & hyperlinks will  trigger the

download of the Browser Sensor .
• Provision for WTO Measurement Server
• Determine firewall solutions
• Determine whether to implement the B2B (Activex) or

B2C (JavaScript) solution.
• Design data groups such as applications, transactions and

user groups.
• Define service level objectives and alarm thresholds .



Summ
ary



Transaction
M anagem ent

End-to-End Service Level Management
Solution based upon:

•Service Level Objectives
•Web Site Architecture
•Type of Transaction

•Type of Monitoring tool


